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Wi-Fi
Watch

C y b e r s e C u r i t y  A w A r e n e s s

Together, we can make a difference!
For more information, visit  

www.Chesterfield.gov/cybersecurity

Get clicking! Watch out for public Wi-Fi, which may put  
your information at risk. While it may be convenient, Wi-Fi at airports, hotels, 
coffee shops and other public places often is not secure. Individuals with  
malicious intent can establish Wi-Fi networks to eavesdrop on your connection 
to inject malware or to steal your financial or other sensitive information.

•  Do not use financial accounts when  
using public wireless networks.

•  Turn off features that allow you to 
automatically connect to Wi-Fi.

Tips to remember:
•  Maintain the latest security software, 

OS, web browser and apps.
•  Don’t assume a Wi-Fi hotspot is secure, 

since it’s not encrypted.


